TARRANT COUNTY 
HOSPITAL DISTRICT d/b/a
JPS HEALTH NETWORK
REQUEST FOR PROPOSAL RFP# 20261361622 Badging and Access Control System 


[bookmark: OLE_LINK1]The Tarrant County Hospital District d/b/a JPS Health Network (the “District”) is seeking proposals for the provision of RFP# 20261361622 Badging and Access Control System.

The District will reject any proposal that fails to comply in all respects with the instructions set forth herein for responding to this Solicitation. NO EXCEPTIONS WILL BE MADE, even if you are a current or prior vendor for the District. The contract awarded, if any, under and pursuant to this Solicitation shall supersede any previous contract, bid, or GPO agreement for the products or services described herein. 
 

Release Date: 01-30-2026
Response Deadline: 03-02-2026, 2:00 p.m. CST 


I. [bookmark: _Ref66700099]OVERVIEW

A. INTRODUCTION AND OVERVIEW
The District desires to award a contract or contracts based upon vendor proposals (“Solicitation Response(s)”) to this Solicitation (“Solicitation”). The District is soliciting vendor proposals from vendors capable of supplying the District with RFP# 20261361622 Badging and Access Control System (the “Product”), as set forth and specified herein (See Section II below, BUSINESS REQUIREMENTS, attached hereto and incorporated herein for all purposes). All Solicitation Responses must be delivered to the District by the date and time, and in the manner specified in Section I.B hereof to be considered a Solicitation Response by the District. 
A Solicitation Response does not commit the District to accept such Solicitation Response or to award a contract based on any Solicitation Response (“Contract Award”) merely because a Solicitation Response may propose the lowest price for the Products.  The District expressly reserves the right to base any Contract Award hereunder upon its evaluation of all relevant factors regarding the vendor, including, but not limited to, Product pricing and terms, management experience and expertise, industry reputation and profile, performance history, support services, location and accessibility, and any other information relevant to its evaluation. Qualifications and omissions will be considered when evaluating vendor solicitation responses. A Solicitation Response that does not meet the minimum requirements set forth in Section II below, BUSINESS REQUIREMENTS, will be disqualified.
This Solicitation is not an order and does not commit the District to pay for any costs incurred by the prospective vendor in the preparation or submission of the Solicitation or in the procurement of the Product.  Product quantity estimates used herein may or may not reflect actual quantities needed or used by the District in the future, and do not commit the District to order specific Product quantities. Any Solicitation Response accompanied by terms and conditions that conflict with this Solicitation may be rejected by the District.
The District reserves the right to reject any or all Solicitation Responses and to issue a Contract Award or not to issue a Contract Award based solely on the Solicitation Responses received by the District in response to this Solicitation.  However, prior to making any award hereunder, the District also reserves the right to engage in additional discussions with one or more of the vendors responding to this Solicitation. 
Any prospective Respondent may request an explanation or interpretation of any portion of this Solicitation by complying with the request procedure described in Section I.C.2 below. The responses, if any, of the District to such requests are subject to and will be in the form of amendment to the Solicitation and will comply with the provisions of Section I.C.2 below. The District may elect not to respond to any or all such requests received from prospective Respondents. 
SMALL OR HISTORICALLY UNDERUTILIZED BUSINESS PARTICIPATION
The District maintains a policy of encouraging and engaging in business transactions with vendors who are small or historically underutilized businesses.  The District establishes a 25% good faith target goal.  The District also encourages its vendors to utilize subcontractors and vendors who qualify and are certified under applicable law as HUBs.  HUB Respondents are also strongly encouraged to subcontract to other HUBs to expand HUB participation beyond Respondent’s own self-performance.  HUB Respondents should identify and list HUB subcontractors and other relevant information under the appropriate Solicitation Response section(s) and on the Good Faith Form (Exhibit F). Prior to the Contract Award, a Respondent’s good faith efforts to utilize HUB subcontractors and vendors in its business transactions shall be part of the criteria under which the vendor proposals will be considered.  Each Respondent will be required to show in its Solicitation Response its efforts to utilize HUB subcontractors and vendors in its business transactions. 
VENDOR PORTAL
[bookmark: _Hlk127523373]Prior to the District’s consideration of a Respondent’s Solicitation Response each Respondent is required to register as a vendor in the District’s online vendor portal, B2Gnow, located on the District’s Website at: https://jpshealth.gob2g.com.  
The District will monitor contract compliance via B2GNow. The prime vendor and any subcontractors awarded contracts as a result of this Solicitation are required to use the secure web-based system to submit project information including, but not limited to, monthly progress payment reports and other information related to HUB participation. The District may require additional information related to the contract to be provided electronically through the system at any time before, during, or after contract award. Noncompliance may result in exclusion of a vendor from future contract opportunities with the District.
COMPLIANCE WITH TEXAS GOVERNMENT CODE SECTION 2252.908
Please note that Texas Government Code Section 2252.908 does not require any action until after a vendor has been awarded and a contract is ready for the District’s Board of Managers approval. Form 1295s require the District’s contract tracking number, which does not exist until after a vendor has been awarded.
Texas Government Code Section 2252.908 (“Section 2252.908”) states that a governmental entity or state agency may not enter into certain contracts with a business entity unless the business entity submits Form 1295, a disclosure of interested parties, to the governmental entity or state agency at the time the business entity submits the signed contract to the governmental entity or state agency.  Section 2252.908 applies to all contracts entered into from and after January 1, 2016 between business entities and Texas governmental entities and state agencies which meet either one of the following criteria:
1. the contract requires a vote of the governing body of the Texas governmental entity, or
2. the contract has a contractual value of at least $1 Million.
The Texas Ethics Commission has adopted a Certificate of Interested Parties form (“Form 1295”) and has made it available on the TEC website.  
In 2017 Section 2252.908 was amended to provide that the requirements of Section 2252.908 do not apply to the following contracts entered into or amended after January 1, 2018:
1. a contract with a publicly traded business entity, including a wholly owned subsidiary of the business entity;
2. a contract with an electric utility, as that term is defined by Section 31.002, Texas Utilities Code; or
3. a contract with a gas utility, as that term is defined by Section 121.001, Texas Utilities Code.
In the event a Contract Award is issued pursuant to this Solicitation, the Respondent receiving the Contract Award shall be required to comply with the provisions of Section 2252.908, Texas Government Code, and the Chapter 46 Rules of the TEC, prior to entry into a contract with the District.  The TEC has posted a video tutorial to its website for business entity filings of Form 1295. The TEC video provides step-by-step tutorials for creating login accounts for the business entity for completing and filing Form 1295. The TEC video tutorials can be viewed on its website at:
https://www.ethics.state.tx.us/whatsnew/elf_info_form1295.htm 
The TEC’s FAQs are posted on its website at:
https://www.ethics.state.tx.us/resources/FAQs/FAQ_Form1295.php 
COMPLIANCE WITH TEXAS GOVERNMENT CODE CH. 2271 (Boycott of Israel Prohibited)
In 2017 Texas Government Code Section 2271.001 et seq. was enacted to provide that a Texas governmental entity is prohibited from entering into a contract with a company unless the contract contains a written verification by the company that (i) the company does not boycott Israel, and (ii) the company will not boycott Israel during the term of the contract. The requirement was modified in 2019 to apply only to contracts with a value of $100,000 or more that are made with a company (not including sole proprietorships) with 10 or more full-time employees. The term “boycott Israel” is defined in Section 808.001(1) of the Texas Government Code and means refusing to deal with, terminating business activities with, or otherwise taking any action that is intended to penalize, inflict harm on, or limit commercial relationships specifically with Israel, or with a person or entity doing business in Israel or in an Israel-controlled territory, but does not include an action made for ordinary business purposes. Any awarded contract must comply with the verification requirements in Texas Government Code Section 2271.001, and a Respondent’s failure or refusal to comply will result in the withdrawal of the Contract Award. Respondents should ensure they and their affiliates do not appear on the Texas Comptroller’s List of Companies that Boycott Israel.
COMPLIANCE WITH TEXAS GOVERNMENT CODE SECTIONS 2252.151 et seq. (Scrutinized Business Operations in Sudan, Iran, or with Designated Foreign Terrorist Organizations Prohibited)
In 2017 Texas Government Code Chapter 2252 was amended by adding Sections 2252.151 et seq. to provide that a Texas governmental entity is prohibited from entering into a contract with a company that engages in certain scrutinized business operations in Sudan, Iran, or with foreign terrorist organizations. A Texas government entity may not enter into a contract with a “scrutinized company” as defined in Section 2270.0001(9) of the Texas Government Code. Respondents should ensure that they and their affiliates do not appear on the Texas Comptroller’s Scrutinized Companies Lists. The District is prohibited by law from entering into a contract with a company on such a list (including a company with any affiliate on the list). 
COMPLIANCE WITH TEXAS GOVERNMENT CODE CH. 2274 (Discrimination Against Firearm Entities or Firearm Trade Associations Prohibited)
In 2021, Texas Government Code Chapter 2274 was enacted to provide that a Texas governmental entity is prohibited from entering into a contract with a company unless the contract contains a written verification by the company that (i) the company does not have a practice, policy, guidance, or directive that discriminates against a firearm entity or firearm trade association, and (ii) the company will not discriminate against a firearm entity or firearm trade association during the term of the contract.  The requirement applies only to contracts with a value of $100,000 or more that are made with a company (not including sole proprietorships) with 10 or more full-time employees.  The requirement does not apply to sole source contracts or competitive solicitations-related contracts where no respondent can provide the verification required.  (See Sec. 2274.002(c)). The term “discriminate against a firearm entity or firearm trade association” is defined in Texas Government Code Section 2274.001(3) and means, with respect to the entity or association, to: (i) refuse to engage in the trade of any goods or services with the entity or association based solely on its status as a firearm entity or firearm trade association; (ii) refrain from continuing an existing business relationship with the entity or association based solely on its status as a firearm entity or firearm trade association; or (iii) terminate an existing business relationship with the entity or association based solely on its status as a firearm entity or firearm trade association; the term does not include: (i) the established policies of a merchant, retail seller, or platform that restrict or prohibit the listing or selling of ammunition, firearms, or firearm accessories; and (ii) a company’s refusal to engage in the trade of any goods or services, decision to refrain from continuing an existing business relationship, or decision to terminate an existing business relationship: (aa) to comply with federal, state, or local law, policy, or regulations or a directive by a regulatory agency; or (bb) for any traditional business reason that is specific to the customer or potential customer and not based solely on an entity’s or association’s status as a firearm entity or firearm trade association. Any awarded contract must comply with the verification requirements in Texas Government Code Section 2274.002, and a Respondent’s failure or refusal to comply will result in the withdrawal of the Contract Award.
[bookmark: _Hlk82523885]COMPLIANCE WITH TEXAS GOVERNMENT CODE CH. 2276 (Boycott of Certain Energy Companies Prohibited)
In 2021, Texas Government Code Chapter 2276 was enacted to provide that a Texas governmental entity is prohibited from entering into a contract with a company unless the contract contains a written verification by the company that (i) the company does not boycott energy companies, and (ii) the company will not boycott energy companies during the term of the contract.  The requirement applies only to contracts with a value of $100,000 or more that are made with a company (not including sole proprietorships) with 10 or more full-time employees.  The term “boycott energy company” is defined in Section 809.001(1) of the Texas Government Code and means, without an ordinary business purpose, refusing to deal with, terminating business activities with, or otherwise taking any action that is intended to penalize, inflict economic harm on, or limit commercial relations with a company because the company: (A) engages in the exploration, production, utilization, transportation, sale, or manufacturing of fossil fuel-based energy and does not commit or pledge to meet environmental standards beyond applicable federal and state law; or (B) does business with a company described by subsection (A). Any awarded contract must comply with the verification requirements in Texas Government Code Section 2276.002, and a Respondent’s failure or refusal to comply will result in the withdrawal of the Contract Award.
TEXAS PUBLIC INFORMATION ACT
Each Respondent acknowledges that the District is a governmental body operating under and subject to the provisions of the Texas Public Information Act (“TPIA”) (Chapter 552 of the Texas Government Code) and thereby acknowledges that certain information collected, assembled, or maintained in connection with the transaction of official business by a governmental body is considered public information potentially subject to disclosure pursuant to a valid TPIA request. Respondent is responsible for challenging any requests for information it considers confidential under the TPIA. The requirements of Subchapter J, Chapter 552 of the Texas Government Code apply to this bid, and the contractor or vendor agrees that that the contract can be terminated if the contractor or vendor knowingly or intentionally fails to comply with a requirement of that subchapter. Respondents should consult the Attorney General’s website (https://www.texasattorneygeneral.gov/open-government/office-attorney-general-and-public-information-act) for information concerning the application of the provisions of the TPIA to proposals and proprietary vendor information.  
B. [bookmark: _Ref66699951]SOLICITATION RESPONSE REQUIREMENTS, CONDITIONS AND RELATED INFORMATION
1. [bookmark: _Ref66700117]Preparation of Solicitation Response.
a. Each Respondent should carefully examine and familiarize itself with this Solicitation and all exhibits, drawings, specifications, and instructions included in this Solicitation. Each Respondent, by submitting a Solicitation Proposal, represents that Respondent has read and understands this Solicitation and the drawings, exhibits attached to this Solicitation.
b. [bookmark: _Ref66700052]Each Solicitation Response shall be fully completed, shall contain all the information required from the Respondent by this Solicitation, including the Vendor Certification Form attached hereto as Exhibit D (“Required Information”), and shall be signed and executed, on the Signature Form attached hereto as Exhibit B by an officer or other authorized representative of the Respondent.  Each page of a Solicitation Response shall contain the company name of the Respondent.  A Respondent’s failure to provide any of the Required Information in its Solicitation Response, or the failure of the Solicitation Response to contain the signature of Respondent’s officer or other duly authorized representative, may result in the District’s disqualification of such Solicitation Response. The Required Information shall include detailed information regarding the Respondent’s historical efforts (for the last year) to utilize HUB subcontractors and vendors in its prior business transactions and shall include such detailed information in its Solicitation Response.
c. Each Respondent shall be responsible for and shall bear all costs for the preparation and presentation of its Solicitation Response.  Unless otherwise designated by Respondent and agreed by the District, the Solicitation Response and all drawings, materials, supporting documentation, manuals, etc. submitted with any Solicitation Response (“Submitted Materials”) will, immediately upon submission, become the property of the District.  After the date upon which the final vendor is selected (See Section I.C.1 below) Respondents may request the return of the Submitted Materials.  However, all costs associated with returning the Submitted Materials to a Respondent shall be born and paid in advance by the Respondent.
d. The District does not guarantee the confidentiality of any Submitted Materials.  Each Respondent, by submitting a Solicitation Response, acknowledges and agrees that any Submitted Materials will be distributed or made available to appropriate District personnel and consultants involved in this Solicitation process, and further understands that the Submitted Materials may be subject to disclosure pursuant to the TPIA.  Information considered proprietary by a Respondent should be clearly marked “Proprietary” when submitted with a Solicitation Response.
e. The District reserves the right to modify and/or supplement this Solicitation by amendment issued by the District prior to the date and time of the Response Deadline (defined herein). Any such amendments will be posted online prior to the Response Deadline at the same District internet site where this Solicitation is kept available for solicitation of Solicitation Responses. It is the responsibility of each Respondent to check that internet site frequently to determine if any amendments have been issued.
f. The District reserves the right to withdraw this Solicitation, at its sole discretion, from any or all prospective vendors and Respondents at any time, before or after the Response Deadline. The withdrawal, if ever, of this Solicitation shall be effective upon the District’s issuance of written notice posted online at the same District internet site where this Solicitation is kept available for solicitation of Solicitation Responses, which notice may also be sent by the District to the prospective Respondents in any manner deemed reasonable by the District.
2. [bookmark: _Ref66702907]Form of Contract.
Any Respondent awarded a contract with the District for the purchase and sale of the products and/or services pursuant to this Solicitation shall be required to execute an agreement between the Respondent and the District which shall in all material respects contain the terms and conditions set forth in Exhibit C (Contract Terms), which is attached hereto and incorporated herein for all purposes.  The District will not agree to change the Contract Terms except under unusual circumstances approved in the sole discretion of the District and its legal counsel. The District will entertain changes to the Contract Terms to the limited extent required to conform the unique terms of the Solicitation Response to the Contract Terms (e.g., unique payment provisions, terms and conditions). The District reserves the right to approve or reject any proposed changes to the Contract Terms submitted by Respondents. 
Respondents may not request additional changes to the Contract Terms after the Solicitation Response has been submitted to the District, nor will the District agree to negotiate any requested changes to the Contract Terms which are not included with the Solicitation Response in the manner and form set forth above in this section I.B.2 and in Exhibit C.
3. Submission of Solicitation Responses.
1. All Solicitation Responses shall be submitted to the District as follows:
(i) [bookmark: _BPDC_LN_INS_1213][bookmark: _BPDC_PR_INS_1214][bookmark: _Hlk213825393]All Solicitation Responses must be electronically submitted via file upload at this website: https://f1.jpshealth.org/form/RFPResponseForm.  Please ensure this RFP# is entered in the “Bidding Opportunity Num” field on the Response Form, as well as in the file name(s) of each uploaded file. The proposal must include an electronic, editable, unlocked/unsecured copy of your proposed contract (e.g., PDF or TIFF is not acceptable). If you submit a redline of the Contract Terms in response to Exhibit C, you must provide an editable, unlocked/unsecured version of the redline with your Solicitation Response (preferably in track changes). The rest of your response must be submitted in a format that preserves the original graphic appearance, such as portable document format (PDF) or other digital image format that is platform-independent and easily readable without purchased software.
(ii) [bookmark: _BPDC_LN_INS_1211][bookmark: _BPDC_PR_INS_1212]An attempted award will be deemed invalid if the Respondent, upon award of a contract (if ever), is not registered with JPS Vendor Portal (https://jpshealth.gob2g.com/) or is not in compliance with the District’s requirements for vendor credentialing.
(iii) Respondents must submit the Solicitation Response as follows: the file name(s) of each file making up the Solicitation Response must begin with (i) the RFP# followed by (ii) the Respondent’s name. Also, the cover page of the Solicitation Response must state the following: (i) the name and address of the Respondent, (ii) the Response Deadline, and (iii) the RFP#. Please put the RFP# in the “Bidding Opportunity Num” field on the Response Form.
(iv) [bookmark: _BPDC_LN_INS_1209][bookmark: _BPDC_PR_INS_1210]Unless otherwise expressly provided in this Solicitation or in any amendment to this Solicitation, no Respondent shall modify or cancel the Solicitation Response or any part thereof for thirty (30) days after the Response Deadline. Respondents may withdraw Solicitation Proposals at any time before the Solicitation Proposals are opened by the District, but may not resubmit them.  No Solicitation Proposal may be withdrawn or modified after the Solicitation Proposal deadline.
(v) [bookmark: _BPDC_LN_INS_1207][bookmark: _BPDC_PR_INS_1208]Solicitation Proposals will not be considered if they show any omissions, alterations of required forms, additions or conditions not requested or irregularities of any kind.  However, the District reserves the right to waive any irregularities and to make the award in the best interest of the District.
(vi) [bookmark: _BPDC_LN_INS_1205][bookmark: _BPDC_PR_INS_1206]The Respondent acknowledges the right of the District to reject any or all Solicitation Responses and to waive any informality or irregularity in any Solicitation Response received.  In addition, the District reserves the right to reject any Solicitation Response if the Respondent failed to submit the data, information or documents required by this Solicitation, or if the Solicitation Proposal is in any way incomplete or irregular.
(vii) [bookmark: _BPDC_LN_INS_1203][bookmark: _BPDC_PR_INS_1204]Failure to follow the instructions regarding the submission of Solicitation Responses may result in the District’s disqualification of such Solicitation Responses.
h. Solicitation Responses are due on or before 03-02-2026, 2:00 p.m. CST (“Response Deadline”).  The Response Deadline may be extended by the District upon amendment to this Solicitation issued prior to the then-existing Response Deadline. Solicitation Responses are not scheduled for public opening.  No email, telephone, telephonic, or FAX Solicitation Responses will be accepted.  The District will not be responsible for missing, lost, or late deliveries.  Solicitation Proposals delivered after the Response Deadline will not be accepted or considered under any circumstances.
i. Each Solicitation Response shall contain the completed form entitled, “Vendor Certification Form” set forth on Exhibit D which is attached hereto and incorporated herein for all purposes.
C. SOLICITATION SCHEDULE AND RELATED INFORMATION
1. [bookmark: _Ref66700208]Estimated Schedule
	Milestone
	Date

	Solicitation Issued
	02-02-2026

	Deadline for Questions Submitted by Respondents 
	02-09-2026, 2:00 p.m. CST

	Pre-Proposal Conference
	02-05-2026, 2:00 p.m. CST

	Response Deadline
	03-02-2026, 2:00 p.m. CST

	Solicitation Evaluation Period 
	TBD


Pre-Proposal Conference.  
02-05-2026, 2:00 p.m. CST, meeting will take place in the Purchasing offices of JPS.  
1. Milestone Dates.  Milestone Dates are estimated for planning purposes only and are subject to change. 
2. [bookmark: _Ref66699862]District Solicitation Contact
Respondents may, in the manner prescribed herein, present requests (“Submission Questions”) for an explanation, clarification or interpretation of the BUSINESS REQUIREMENTS in this Solicitation and/or other requirements for submission of Solicitation Responses to the Solicitation Contact identified below during the proposal submission period.  All Submission Questions must be submitted in a Questions Submission Form (attached to the Bidding Opportunity) as an editable Excel document. All Submission Questions must be electronically submitted via file upload at this website: https://f1.jpshealth.org/form/RFPResponseForm, and must reference the appropriate pages and sections number of this Solicitation that are the subject of such Submission Questions. The file name of the Questions Submission Form must begin with (i) the RFP# followed by (ii) the Respondent’s name. The final date and time to submit Submission Questions is 02-09-2026, 2:00 p.m. Central Time.  NO PHONE CALLS PLEASE. Confirmation of the delivery of Submission Questions to the District is the sole responsibility of the Respondent. The District may, in its sole discretion, elect not to answer or respond to any or all Submission Questions it receives, and the failure of refusal of the District to answer or respond to any Submission Question will not affect, in any way, this Solicitation.  Submission Questions may be informally addressed during the Pre-Proposal Conference; provided, however, that no answer or response to any Submission Question by any representative of the District shall be effective unless and until it is issued by the District in writing in the form of one or more addenda to the Solicitation, and has been posted to the District’s Solicitation website link prior to the Response Deadline.  It is the responsibility of each Respondent to check the website for all addenda to the Solicitation up to the Response Deadline.  Prospective vendors are advised that no District employee other than the Solicitation Contact is empowered to make binding statements regarding this Solicitation, and no statements, clarifications, or corrections regarding this Solicitation are valid or binding on the District except those issued in writing by the Solicitation Contact as addenda to the Solicitation.  
Contact between Respondents and the District, other than in the manner described and set forth in this Section I.C.2, during the Solicitation Response submission period or evaluation period is prohibited.  Any attempt by a Respondent to engage in prohibited contact with the District or the Solicitation Contact may result in disqualification of its Solicitation Response.
The Solicitation Contact is:
Cody Deeds, Sourcing & Contracts Specialist
Supply Chain Department 

JPS Health Network
JPS Purchasing Office
1500 S. Main Street
Fort Worth, TX 76104

Email: Bid_Submissions@jpshealth.org 
District’s Solicitation website link: https://www.jpshealthnet.org/vendors/open-rfpsrfbsrfqs
Solicitation Response submission website link: https://f1.jpshealth.org/form/RFPResponseForm
[bookmark: B_Hlt529005057]

II. [bookmark: _Ref66699916]BUSINESS REQUIREMENTS
A. INTRODUCTION
The District is requesting proposals from qualified vendors to modernize and expand its physical security infrastructure to better support patient safety, regulatory compliance, and operational efficiency across all care environments. This initiative includes upgrading security hardware and software components to support hybrid-cloud architecture, centralized management, and integration with existing or future on-premise or cloud-based platforms.
The proposed solution should provide a unified security platform capable of integrating access control, video surveillance, intercom, and intrusion detection into a single software interface. The system must support multi-site healthcare environments with centralized monitoring, role-based access control, and real-time event workflows.

The desired solutions must be scalable for enterprise level organizations, non-proprietary, and provide an open architecture for interoperability with both existing security hardware (readers, cabling, cameras) and other JPS systems such as Elevator Control, Nurse Call, Visitor Management, Infant Protection, Staff Safety and Asset Management.

The existing access control software presents limitations that hinder the organization’s ability to effectively manage and maintain the broader security infrastructure. Key challenges include the complexity of configuring and administering cardholder access levels and group assignments.
Furthermore, the system cannot accommodate the expanded digit requirements for employee IDs and keypad PIN codes, exceeding its current capacity.  And finally, the current solution provides limited opportunities to support JPS initiatives for cloud-based solutions and integrations with both existing and future ancillary systems.

JPS Health designates Infor CloudSuite as the authoritative System of Record for employee workforce identity, employment status, job role, department, and primary work location. Epic shall be treated as a read-only clinical context system and shall not be used as an identity authority. Epic data may be leveraged only to inform clinical area sensitivity, safety controls, and access context, without replication of patient or workforce master data.

The proposed solution shall not duplicate or replace HR or clinical master data and must instead integrate via API or event-driven mechanisms.


B. BACKGROUND
The Tarrant County Hospital District, known as JPS Health Network (“District”), is a tax-supported organization serving the healthcare needs of families across Tarrant County. JPS provides adult inpatient care at John Peter Smith Hospital, a facility licensed for 582 beds and located in Fort Worth, Texas. JPS has served as a Level I Trauma Center for Tarrant County for over a decade and is currently the largest training institution in Fort Worth.

The health network offers comprehensive services including primary care, specialty care, and pharmacy at more than 25 community locations. JPS is dedicated to providing a full continuum of behavioral health services, including inpatient services at Trinity Springs Pavilion, emergency behavioral health services at our Psychiatric Emergency Center, outpatient services at our JPS clinics, and mental health services for children and adolescents through programs like TCHATT.
JPS is governed by an eleven (11) member Board of Managers, whose members are appointed by the Tarrant County Commissioners Court.
C. [bookmark: SecC]PROJECT SCOPE
The purpose of this Scope of Work is to define the system requirements, deliverables, and expectations for selecting a vendor to provide a new security system.  JPS intends to identify and evaluate qualified vendors capable of delivering a unified security platform that meets the organization’s technical, operational, and compliance requirements.  The evaluation would identify solutions that support long-term scalability, interoperability with existing infrastructure, alignment with healthcare security standards, organization initiatives and support for the future roadmap.  
Key Metrics – Current Environment Hardware and Software
Approximately 1,461 Active Card Read Doors
Apollo Security Door Controllers and associated ACS Cabling
Combination of HID Signo 40 / 40K and Indala Prox Readers with Indala Prox 26Bit Credentials
Flir Enterprise VMS for Campus Surveillance
Vicon Valerus VMS for Behavior Health
ZeroEyes Firearm Detection System
Approximately 1,248 existing IP and Analog Encoded Cameras from Arecont (83), Avigilon (49), Axis (14), DVTel (593), Flir (282), Hanwha (2), IQEye (3), Vicon (221) and WBox (1).
Aiphone Video Intercom Door / Master Stations
Code Blue LS1000 VOIP Emergency Call Stations
Honeywell Vista Series Intrusion Detection Panels
Baxter/Hillrom Nurse Call System
RFT Safeplace Infant Protection System
Kontakt.io Patient Elopement and Staff Duress System
D. [bookmark: _BPDC_LN_INS_1201][bookmark: _BPDC_PR_INS_1202][bookmark: _BPDC_LN_INS_1199][bookmark: _BPDC_PR_INS_1200][bookmark: _BPDC_LN_INS_1197][bookmark: _BPDC_PR_INS_1198][bookmark: _BPDC_LN_INS_1195][bookmark: _BPDC_PR_INS_1196][bookmark: _BPDC_LN_INS_1193][bookmark: _BPDC_PR_INS_1194][bookmark: _BPDC_LN_INS_1191][bookmark: _BPDC_PR_INS_1192][bookmark: _BPDC_LN_INS_1189][bookmark: _BPDC_PR_INS_1190][bookmark: _BPDC_LN_INS_1187][bookmark: _BPDC_PR_INS_1188][bookmark: _BPDC_LN_INS_1185][bookmark: _BPDC_PR_INS_1186][bookmark: _BPDC_LN_INS_1183][bookmark: _BPDC_PR_INS_1184][bookmark: _BPDC_LN_INS_1181][bookmark: _BPDC_PR_INS_1182][bookmark: _BPDC_LN_INS_1179][bookmark: _BPDC_PR_INS_1180][bookmark: _BPDC_LN_INS_1177][bookmark: _BPDC_PR_INS_1178][bookmark: _BPDC_LN_INS_1175][bookmark: _BPDC_PR_INS_1176][bookmark: _BPDC_LN_INS_1173][bookmark: _BPDC_PR_INS_1174][bookmark: _BPDC_LN_INS_1171][bookmark: _BPDC_PR_INS_1172][bookmark: _BPDC_LN_INS_1169][bookmark: _BPDC_PR_INS_1170][bookmark: _BPDC_LN_INS_1167][bookmark: _BPDC_PR_INS_1168][bookmark: _BPDC_LN_INS_1165][bookmark: _BPDC_PR_INS_1166][bookmark: _BPDC_LN_INS_1163][bookmark: _BPDC_PR_INS_1164][bookmark: _BPDC_LN_INS_1161][bookmark: _BPDC_PR_INS_1162][bookmark: _BPDC_LN_INS_1159][bookmark: _BPDC_PR_INS_1160][bookmark: _BPDC_LN_INS_1157][bookmark: _BPDC_PR_INS_1158][bookmark: _BPDC_LN_INS_1155][bookmark: _BPDC_PR_INS_1156][bookmark: _BPDC_LN_INS_1153][bookmark: _BPDC_PR_INS_1154][bookmark: _Ref46998735][bookmark: SecD]MINIMUM REQUIREMENTS
Proposed Solution must deliver the following capabilities:

E. [bookmark: SecE][bookmark: _Ref55198810][bookmark: _Ref62571440]REQUIRED INFORMATION
1. System Architecture
a. Shall be an integrated system and must share a common identity model, access policy framework, and audit log with the Access Control System. Standalone systems requiring duplicate identity entry or manual reconciliation shall be considered non-compliant.
b. Shall be Unified Security Platform capable of Administering, Monitoring and Maintaining Access Control, Video Surveillance, Intrusion Detection and Audio/Visual Communications in a single software interface.  Unification of Video Surveillance, Intrusion Detection and Communications may be either native or via direct licensed or unlicensed software integration with the primary Access Control solution.
c. Solution shall provide Hybrid or Cloud-Based Design Architecture for hosting (or supporting Owner hosted) software and performing security application roles in an Azure environment. 
d. Provide Enterprise Level scalability to support both the existing environment as well as ongoing future growth.
e. The system shall support a Cloud Infrastructure enabling system operators and administrators to monitor and control multiple distributed ACS field panels simultaneously.  Cloud Infrastructure shall be defined as:
(a) Installed, residing, and operating within the JPS Azure Cloud tenant (Azure Hosted) or;
(b) Installed, residing, and operating with the vendors hosted cloud (i.e. SaaS model)
f. Shall be based on open architecture and able to support multiple access control hardware manufacturers as well as integrate with multiple non-proprietary interface modules and controllers, access readers, and other third-party applications.
g. Multi-Tenant: The system administrator shall have the ability to divide the ACS, allowing subsets of the overall population and/or resources to be managed in separate online portals.
h. The software solution shall support an uptime of 99.5%.
i. Shall provide an open API for custom development applications, automated workflows, and integration support for third-party systems
j. The proposed solution shall be identity-centric, maintaining a single identity record per individual that may span multiple roles (employee, vendor, visitor).

2. Functional Requirements
a. Shall be a highly scalable, enterprise class access control software solution.
b. Shall support a variety of access control functions including:
(a) Software Administration
(b) Alarm Event and System Health Monitoring
(c) Hardware Management
(d) Visitor Management
(e) Creation of multiple Access Levels, Cardholders, Cardholder Groups
(f) Creation of Holidays and Time Zones
(g) Credential Creation, Expiration and Management
(i) Pre-hire badge provisioning
(ii) Automatic activation upon hire
(iii) Automatic modification upon job, department, or location change
(iv) Immediate revocation upon termination or leave of absence
(h) Creation of custom card formats
(i) User Enrollment via Manual Input, Enrollment Reader or Bulk Import
(j) Badge printing and Badge Template Creation
(k) Native Reporting and Custom-Reporting
(l) A customizable User-Interface for Operators and Administrators
(m) Single-Sign On, Password and Identity Management
(n) Integration with Video Surveillance Software for viewing of Live or Recorded Video associated with Access Control Events.
(o) Integration with Elevators and Destination Dispatch solutions
(p) Integrations with Intrusion Detection Systems

3. Technical Requirements 
a. Shall support both the existing (HID Signo 40 and Indala Prox) readers along with other standard card readers that output card data using OSDP and Wiegand protocols.
b. Shall Provide for the intuitive creation and management of Access Levels and Access Level Groups with up to 64 Access Levels per Card and up to 32,000 Access Levels per System.
c. Shall allow for the creation of Cardholder Groups for the logical organization of "like" users and streamlining the process of managing permissions across a large, complex organization
d. Shall support Integration of Active Directory, Azure AD / Microsoft Entra for seamless onboarding, synchronization with IT / HR databases.
e. Shall allow for the Bulk Import of both new and/or existing Cardholders, Credentials, Access Levels and Photos for conversion support from the existing Access Control databases.
f. Shall support Hardware Failover for system redundancy
g. Shall limit the number of historical log events and alarms only by the size of the hard disk space available.
h. Shall support centralized and simultaneous administration of a multi-building, multi-geographical area environment.
i. Shall allow for the division or partitioning of the database to support granular administration and monitoring of the system from multiple entities.
j. Shall allow for real-time software upgrades with minimal interruption to user activities.
k. Shall provide support for multiple web browsers.
l. System shall provide a full audit trail of user actions and system events.
m. Shall support the native creation of Mobile Credentials with support for Bluetooth Low Energy (BLE) or Near-Field Communication (NFC) on both Android and iOS devices (with compatible card readers).
n. Shall support Wireless Locksets
o. Compliance and Data Security:
(a) Must provide for the encryption and secure storage and transmission of confidential user information.
(b) Must be SOC2 Type II, HIPAA, NIST 1271 v2.0, and NIST 800-53 compliant
(c) The system shall support Two-Factor Authentication
(d) System must support SAML 2.0 based Single Sign On (SSO)
(e) Joint Commission Environment of Care and Access Control standards, including:
(i) Role-appropriate physical access
(ii) Minimum necessary access enforcement
(iii) Immediate access removal upon role change or termination
(iv) Audit-ready reporting for employee, vendor, and visitor access activity
p. Database Backups
(a) Shall be automated by the Host Software and function as follows:
(i) All data (user, configuration, and historical) shall be backed up in full
(ii) Backups shall be able to be taken and stored automatically
(iii) There shall be no limit to the amount of data that can be backed up.

4. Integrations
a. Elevator Destination Dispatch
(a) Vendor shall provide a list and functional description of all Elevator Manufacturers with which they have a native software level integration for Destination Dispatch Access Control.
(b) Vendor shall review and respond to their capability to utilize 3RD-Party (middleware) hardware and software solutions to integrate with Destination Dispatch Access Control.
b. Video Surveillance Systems
(a) Vendor shall review and respond to their capability to provide integrate with the following existing third-party Video Surveillance Solutions:
(i) FLIR Enterprise
(ii) Vicon – Valerus
c. IP Camera and Encoder Support
(a) Vendor shall review and respond to their capability to incorporate the following existing IP Cameras and Encoders into a native or integrated Video Surveillance System:
(i) Reference Appendix A for the complete camera list
d. Weapons Detection Systems
(a) Vendor shall review and respond to their capability to provide Access Control and/or Video Surveillance integration support for the existing ZeroEyes Shooter Detection System.
(b) Vendor shall provide a list and functional description of all other Weapons Detection Systems with which they have a native software level integration for Access Control and/or Video Surveillance
e. Intrusion Detection Systems
(a) Vendor shall review and respond to their capability to integrate with the existing Honeywell VISTA Series Intrusion Detection Systems.
(b) Vendor shall provide a list and functional description of all other Intrusion Detection Systems with which they have a native software level integration.
f. Audio / Video Intercom Systems
(a) Vendor shall review and respond to their capability to integrate with the existing Aiphone IX Series Intercom Stations.
(b) Vendor shall provide a list and functional description of all other Intercom solutions with which they have a native software level integration for Unified Communications.
g. Emergency Call Stations
(a) Vendor shall review and respond to their capability to integrate with the existing Code Blue LS1000 VOIP Emergency Call Stations.
(b) Vendor shall provide a list and functional description of all other Intercom solutions with which they have a native software level integration for Unified Communications.
h. Infant Protection System
(a) Vendor shall review and respond to their capability to integrate with the existing RFT Safe Place Infan Protection System.
(b) Vendor shall provide a list and functional description of all other Infant Protection System solutions with which they have a native software level integration.
i. Staff Duress & Patient Elopement
(a) Vendor shall review and respond to their capability to integrate with the existing Kontact.io Staff Duress & Patient Elopement System.
(b) Vendor shall provide a list and functional description of all other Staff Duress & Patient Elopement solutions with which they have a native software level integration.
j. Visitor Management Systems
(a) Vendor shall review and respond to their capability to integrate with the Sisco FAST-PASS System.
(b) Vendor shall provide a list and functional description of all other Visitor Management System solutions with which they have a native software level integration.
k. Communications Support
(a) Vendor shall review and respond to their capability to integrate with the following communications solutions / channels
(i) Microsoft Teams
(ii) Cisco Webex
(iii) Microsoft Outlook
(iv) HTTPS Webhooks

5. Vendor Management:
The proposed access control solution shall provide for, or integrate with, an Vendor Management Systems (VMS).  In addition to the requirements for the Access Control System,  the additional requirements of the VMS shall be:
a. The Vendor Management System (VMS) shall support the management of all third-party vendors, contractors, service providers, and temporary personnel requiring physical and/or logical access to hospital facilities.
b. The VMS shall integrate with the Hospital’s Access Control System (ACS) to ensure vendor access is authorized, time-bound, auditable, and compliant with healthcare and public-sector regulations.
c. The VMS shall support deployment across multiple hospital campuses and facilities. 
d. The VMS shall provide centralized registration and management of vendor organizations, including company details, contacts, service categories, and contract references.
e. The VMS shall maintain individual records for each vendor employee or representative.
f. The VMS shall support role-based and attribute-based access control (RBAC/ABAC) for vendor access.

6. Visitor Management:
The proposed access control solution shall provide for, or integrate with, a Visitor Management Systems (ViMS).  In addition to the requirements for the Access Control System,  the additional requirements of the ViMS shall be:
a. Integration with, or replacement support for, a FastPass visitor management system.
b. The system shall:
(a) Support self-service kiosks and staff-assisted check-in
(b) Capture visitor information including name, contact details, photo (optional), and purpose of visit
(c) Allow pre-registration of visitors by staff or patients
(d) Print or issue visitor badges with photo, name, date/time, destination, and expiration
c. The system shall provide reports on visitor volumes, trends, dwell time, etc.
d. The ViMS system shall provide for restricting “banned” or forbidden visitors from obtaining visitor passes

7. [bookmark: _Hlk194496507]Qualifications and Support
a. Vendor must be able to provide Enterprise Level, Factory Trained support from a minimum of (5) Security Integrators local to the Dallas/Ft. Worth Area with a minimum of 2-Years supporting like-sized organizations.
(a) Respondent shall include a list of the Factory Certified Enterprise Level  Integrators capable of supporting the future JPS environment as part of the proposal response
F. PROPOSAL RESPONSE
1. Vendor shall review the System Architecture, Function Requirements and Technical Requirements as outlined in Sections 2A, 2B and 2C and provide acknowledgement of meeting the criteria as described or non-compliance with the requirement.
2. Vendor shall review the Integration requirements as outlined in Sections 2D and provide responses to the level of integration with both existing solutions as well as other native solutions.
3. Vendor shall review the Qualifications and Support needs as outlined in Sections 2E and provide responses to the ability to support the organization.
4. Vendor shall provide a “Best Practices” System Architecture Diagram for supporting the 1,461 Card Readers and 1,248 IP Cameras in a JPS Hosted Azure Environment.

G. PRICE QUOTES
Price quotes shall remain firm during Solicitation evaluation and for an additional 120 days after recommendation for award.  Pricing must remain fixed for the initial term of the agreement. Respondents must include all costs associated with use of the items. Any costs not included in the Solicitation response cannot be charged to the District. Respondents may propose pricing increases for the optional renewal terms with set caps (e.g., no more than 1% to 3% annually). Use the spreadsheet attached as Exhibit A to this Solicitation to provide line-item pricing in your Response.
Respondents are asked to bid on all Products they are able to provide. The District anticipates awarding contracts to multiple vendors in order to obtain pricing for all needed products. Respondents do not need to be able to provide all requested Products in order to bid.	Comment by Courtney E. Taylor: For products RFPs
There will be no guarantee of market share, however all potential offers will be considered. Respondents should consider existing GPO agreements (if any) as a minimum bid. Items will be benchmarked against the national benchmarks. 
Respondents are also asked to bid on, or include a set price (e.g., percentage discount off list price) for, all products in the Respondent’s catalog for this product category. We strongly encourage all Respondents to bid their entire catalog for this category of products so that items not specifically listed in the Solicitation can be added later if appropriate, without the need to issue another Solicitation.

H. EQUIVALENT OR APPROVED EQUAL
Whenever a product is defined by describing a proprietary product, or by using the name/model of a manufacturer or vendor, the term “or other units considered to be equivalent”, if not inserted, shall be implied.  The specific product described shall be understood as indicating the type, function, and minimum standard of design, efficiency, and quality desired and shall not be construed in such a manner as to exclude products of comparable quality, design, and efficiency.
The references to brand names and/or numbers are intended to be descriptive, and not restrictive, unless otherwise specified.  If the specific product cannot be supplied, equivalent items meeting the standards of quality specified shall be considered.  The determination of equivalent or approved equal is at the sole discretion of the District.
I. [bookmark: _BPDC_LN_INS_1151][bookmark: _BPDC_PR_INS_1152]CONTRACT TERM
The proposed term of the contract is three (3) years with two (2) additional one-year renewal options. The District may exercise the renewal options by providing vendor with written notice (email notice will be acceptable) of renewal no less than thirty (30) days prior to the expiration of the then-current term. The contract will be subject to cancellation by the District for any reason, at any time, and without penalty of any kind upon furnishing thirty (30) days’ advance written notification to vendor.  At the end of the term, the District reserves the right to extend the contract for up to 180 days to provide an opportunity to bring a new contract into place with another vendor.  
J. [bookmark: _BPDC_LN_INS_1149][bookmark: _BPDC_PR_INS_1150]SELECTION AND EVALUATION PROCESS
Selection Process	
The Solicitation Contact shall designate an evaluation committee (“Evaluation Committee”) which will be composed of employees from the District. The District reserves the right to add, delete or substitute members of the Evaluation Committee as it deems necessary. The Evaluation Committee will narrow the field of submitted Solicitation responses to those which best meet the requirements of this Solicitation and which best meet the complete needs of the District.  Each such Solicitation Response will then be evaluated according to the criteria set forth herein.
Evaluation Criteria Specific to This Solicitation 	
The Evaluation Committee will conduct a comprehensive, fair, and impartial evaluation of all proposals received in response to this Solicitation. The evaluation of Solicitation Responses will involve scoring each Solicitation Response in the areas listed and set forth below in Section J (Evaluation Factors). The District’s evaluation of the Solicitation Responses will be based upon each Respondent’s response to the evaluation factors stated in this Solicitation.   Any Respondent’s failure to provide complete and full responses to the requested information may lead to disqualification of such Solicitation Response.
K. [bookmark: _BPDC_LN_INS_1147][bookmark: _BPDC_PR_INS_1148][bookmark: _Ref46998358]EVALUATION FACTORS
In determining how to award a contract or contracts in conjunction with the Solicitation, the District may consider the following:
1. Price
2. The reputation of the Respondent and of the Respondent’s goods and/or services. 
3. The extent to which the goods and/or services meet the District’s needs.
4. Quality of Respondent’s goods and/or services.
5. [bookmark: _BPDC_LN_INS_1145][bookmark: _BPDC_PR_INS_1146][bookmark: _BPDC_LN_INS_1143][bookmark: _BPDC_PR_INS_1144][bookmark: _Ref66700330]Historically Underutilized or Small Business Participation – the utilization of historically underutilized or small businesses.
L. SOLICITATION RESPONSE CONTENT
[bookmark: _Hlk167273656]The overall Solicitation Response should not exceed 25 pages total, excluding exhibits. The District’s security system will recognize most common filename extensions, including: .xlsx (Excel), .docx (Word), Adobe PDF, and image files including .jpg, .tiff, and .gif. Any message containing an unknown or prohibited file extension will be quarantined (e.g., .numbers, representative of Apple Numbers application). 
Tab 1. Executive Summary
Provide a synopsis of the highlights of the proposal and overall benefits of the proposal to the District. This synopsis should not exceed two pages in length and should be easily understood. 
Tab 2. Company Background
Tab 3. How the Proposed Solution Meets the District’s Needs
[Describe how the proposed solution meets the minimum requirements in Section D above. Provide the information requested in Section E above. Provide specification sheets for each product bid. Include service and warranty information. ]
Tab 4. Pricing
[Use the spreadsheet in Exhibit A to list line item pricing for all [products/services] you can provide. Add lines as needed for additional [products/services] not already included.]
Tab 5. References
Provide a minimum of three references. [Can include specific types of references needed, if applicable; e.g., other Texas customers, other hospital systems, etc.] Include name, telephone number, and email address. The District will contact the references provided to determine Respondent’s performance record for products/services similar to that described in this request.
Tab 6. Historically Underutilized or Small Business Participation
Provide a discussion on how the Respondent intends to meet the District’s goal of 25% HUB participation for the scope/specifications of this Solicitation.  Discuss any HUB management partners the Respondent plans to team with to provide the scope/specifications.  (Maximum 1 page)
The District strongly encourages the utilization of historically underutilized or small businesses. 
A. 	Submit certificate if Respondent is a certified HUB (do not submit an expired certificate).
OR
B. 	Communication Outreach – Attach the written notification of the subcontracting opportunity and list of three agencies and /or organizations notified regarding the interest in HUB participation in this contract; and
C. 	Plan of Action – List the subcontractors selected for participation, their certification, and approximate dollar value of the work to be subcontracted and the expected percentage of the total contract amount.
Tab 7. Required Forms
a. 	Exhibit B: Signature Form 
b. 	Exhibit C: Contract Terms (include an editable, unlocked/unsecured redline in track changes if proposing changes to Exhibit C, Contract Terms)
c. 	Exhibit D: Vendor Certification Form
d.	Exhibit E: Not Used
e. 	Exhibit F: Good Faith Form
f.	Exhibit G: JPS Security Risk Assessment Forms	Comment by CETaylor: For products/services with an IT component, include Ex. G

[bookmark: _BPDC_LN_INS_1139][bookmark: _BPDC_PR_INS_1140]

M. EVALUATION CRITERIA SCORE SHEET	Comment by Membreno, Kristi: Enter the weighted scores for line items 1 thru 4 not to exceed 100 points total.  
	EVALUATION CRITERIA
	Possible Points
	Vendor
Score

	1. Price – Best Value
Pricing will be scored according to the pricing formula: (Lowest Responsive Price / Price of Respondent Being Evaluated) x Possible Points = Vendor Score
	30

	  
	THIS SECTION WILL BE SCORED BY THE EVALUATION COMMITTEE

	2. The extent to which the goods and/or services meet the District’s needs.
	20
	  
	3. Quality of Respondent’s goods and/or services.  
	30
	  
	4. The reputation of the Respondent and the Respondent’s goods and/or services.  
	20
	  
	SMALL OR HISTORICALLY UNDERUTILIZED BUSINESS PARTICIPATION 

	This Section is evaluated but not weighted or scored:

	Is the Respondent a certified small or historically underutilized business (HUB)?
	 Y
	N
	MAXIMUM TOTAL POSSIBLE POINTS
	100
	

	Company Name:     __________________________________________

	
Evaluator ID:              _____________________________________

	RFP# 20261361622 Badging and Access Control System


[bookmark: ExA]

Appendix A
List of Existing IP Cameras and Encoders 
RFP# 20261361622 Badging and Access Control System

	Manufacturer
	Model
	Count

	Arecont
	12176DN
	4

	Arecont
	12375RS
	8

	Arecont
	12376RS
	56

	Arecont
	3155DN
	2

	Arecont
	3155M
	1

	Arecont
	8185DN
	4

	Arecont
	8365DN
	8

	Arecont
	Total
	83

	
	
	

	Avigilon
	1.0-H3-DP1
	1

	Avigilon
	1.0-H3M-DC1
	2

	Avigilon
	12W-H3-4MH-DO1-B
	4

	Avigilon
	12W-H3-4MH-DP1
	4

	Avigilon
	12W-H3-4MH-DP1-B
	28

	Avigilon
	2.0C-H4A-D1
	9

	Avigilon
	2.0C-H4SL-D1-IR
	1

	Avigilon
	Total
	49

	
	
	

	Axis
	M7016
	4

	Axis
	M4317-PLVE
	10

	Axis
	Total
	14

	
	
	

	DVTEL
	7502
	4

	DVTEL
	CM-3211-00
	7

	DVTEL
	CM-4221-01
	2

	DVTEL
	CM-4221-11-I
	5

	DVTEL
	CP-1101-120N
	1

	DVTEL
	CP-2101-181N
	1

	DVTEL
	DVT7508M
	7

	DVTEL
	DVT-7604E
	2

	DVTEL
	DVT-7608E
	4

	DVTEL
	DVT-7612E
	361

	DVTEL
	EN-204
	8

	DVTEL
	EN-216
	101

	DVTEL
	EV-116
	89

	DVTEL
	S1502e
	1

	DVTEL
	Total
	593

	
	
	

	CB-3102-11-I
	CB-3102-11-I
	4

	CB-3304-11-I
	CB-3304-11-I
	6

	CB-3304-21-I
	CB-3304-21-I
	6

	CB-3308-11-I
	CB-3308-11-I
	3

	CM-3102-01-I
	CM-3102-01-I
	11

	CM-3102-11-I
	CM-3102-11-I
	124

	CM-3202-11-I
	CM-3202-11-I
	100

	CM-3304-11-I
	CM-3304-11-I
	5

	CM-6206-H1-I
	CM-6206-H1-I
	21

	CM-6412-H2-IA
	CM-6412-H2-IA
	1

	CP-6302-31-I
	CP-6302-31-I
	1

	Flir
	Total
	282

	
	
	

	Hanwha
	PNM-7082RVD
	2

	
	
	

	IQeye
	IQM61WA
	3

	
	
	

	ONVIF
	0E-21DF28
	1

	
	
	

	Vicon
	V2002D-W313MIR
	2

	Vicon
	V2020-WIR-360
	214

	Vicon
	V2105D-W313MIR
	1

	Vicon
	V9521D-312MIR
	1

	Vicon
	V-CELL-HD
	1

	Vicon
	V-CELL-HD-A
	1

	Vicon
	V-CELL-HD-B
	1

	Vicon
	Total
	221








Exhibit A
Price Sheet
RFP# 20261361622 Badging and Access Control System


	Description
	Cost
	Total

	
	
	

	
	
	

	
	
	

	Other costs 
	
	

	[insert additional lines as needed]
	
	

	Total Cost:
	









[bookmark: ExB]Exhibit B
Signature Form

Respondent shall signify Respondent’s acceptance of and compliance with the requirements, terms, and conditions of this Solicitation by signing in the signature space set forth below.
Respondent warrants that Respondent has examined and is familiar with this Solicitation and its terms and conditions. Respondent warrants that Respondent does not engage in scrutinized business operations in Sudan, Iran or with foreign terrorist organizations, does not engage in any prohibited boycott, and that Respondent does not appear (nor does any affiliate appear) on any Texas Comptroller Divestment Statute Lists.
Respondent warrants that it has the necessary experience, knowledge, abilities, skills, and resources to satisfactorily finance and complete the products and services in its Solicitation Response.
Respondent certifies that the individual signing this Solicitation Response is authorized to sign such documents on behalf of the Respondent entity and to bind Respondent and is authorized to bind the Respondent in this Solicitation Response.
RESPONDENT AGREES TO DEFEND, INDEMNIFY, AND HOLD HARMLESS THE DISTRICT AND ALL OF ITS OFFICERS, AGENTS AND EMPLOYEES FROM AND AGAINST ALL CLAIMS, ACTIONS, SUITS, DEMANDS, PROCEEDINGS, COSTS, DAMAGES, AND LIABILITIES, ARISING OUT OF CONNECTED WITH, OR RESULTING FROM ANY ACTS OF OMISSIONS OF RESPONDENT OR ANY AGENT, EMPLOYEE, SUBCONTRACTOR, OR SUPPLIER OF RESPONDENT IN THE EXECUTION OR PERFORMANCE OF ANY AGREEMENTS OR OTHER CONTRACTUAL ARRANGEMENTS WHICH MAY RESULT FROM THE SUBMISSION OF THE SOLICITATION RESPONSE AND/OR THE AWARD OF A CONTRACT THEREON BY THE DISTRICT.

	RFP# 20261361622 Badging and Access Control System

	Respondent (Company) Name: 							

	[image: ]

By: _____________________________________
	
Date: 					

	Printed Name:			  	Title: 					

	Telephone: 				Email: 					


[bookmark: ExC]
Exhibit C
[bookmark: _Hlk22036516]Contract 
RFP# 20261361622 Badging and Access Control System 

[bookmark: _Hlk17968468]JPS Required Terms & Conditions
to be added to Vendor’s proposed contract form

The District is a taxpayer-supported government entity. The District will not agree to indemnify the vendor, limit the vendor’s liability, shorten the statute of limitations for any claim, submit to binding arbitration, waive its right to a jury trial, or waive its existing governmental immunity. DO NOT include any such provisions in your contract form or redline, as they will not be accepted.
[bookmark: _Hlk22036416]Term and Termination.  The parties agree that this Agreement shall be for a period of three (3) years, commencing on the Effective Date (“Initial Term”). Thereafter, Customer may renew the Agreement for up to two (2) additional one-year terms by providing Vendor with written notice (email notice will be acceptable) of renewal no less than thirty (30) days prior to the expiration of the then-current term (any such renewal, a “Renewal Term” and together with the Initial Term, the “Term”). At the end of the Term of the Agreement, Customer reserves the right to extend the Agreement for up to 120 days to provide an opportunity to bring a new contract into place with another vendor. Either party may terminate this Agreement for cause upon a material breach by the other party of its obligations hereunder, which breach is not cured within fifteen (15) days after the breaching party is given a Notice of Material Breach (defined below). A “Notice of Material Breach” means written notice that includes in all capital letters “NOTICE OF MATERIAL BREACH” and also includes: (i) specific details identifying the material breach; and, (ii) the notifying party’s specific recommendations of actions to be (or if appropriate, not to be) taken by the other party for it to cure the breach. Customer shall have the right to terminate this Agreement without cause at any time prior to such end of the Term of the Agreement by giving Vendor thirty (30) days prior written notice of such termination (hereinafter referred to as “Early Termination”). In the event of Early Termination, Customer agrees that it will pay all amounts due and owing Vendor for all Products provided by Vendor up to and including the date of termination. Customer also shall reimburse Vendor for all expenses incurred by Vendor in the performance of its obligations hereunder and which are or would be due to Vendor if Early Termination had not occurred. Customer acknowledges and agrees that in the event of such Early Termination, Vendor will not provide or otherwise perform any unnecessary part of the Products nor will it incur any unreasonable expenses, but it will perform only those obligations and incur only those expenses necessary to fulfill its obligations under this Agreement. Nothing set forth herein shall limit the Customer’s rights or remedies.
1. [bookmark: _Ref25081000][bookmark: _Ref34732744][bookmark: _Ref5113195]Indemnity.  
0. EXCEPT TO THE EXTENT OF ANY OTHER INDEMNITIES EXPRESSLY PROVIDED ELSEWHERE IN THIS AGREEMENT WHICH SHALL TAKE PRECEDENCE AND CONTROL OVER THIS INDEMNITY TO THE EXTENT OF THE MATTERS COVERED BY SUCH OTHER EXPRESSLY PROVIDED INDEMNITY(IES), VENDOR SHALL INDEMNIFY AND HOLD HARMLESS THE CUSTOMER, CUSTOMER’S MANAGERS, OFFICERS, AGENTS, EMPLOYEES, STAFF, REPRESENTATIVES, AND DIRECTORS (COLLECTIVELY, THE “CUSTOMER INDEMNITEES”) FROM ALL LOSSES (DEFINED BELOW) AND SHALL DEFEND THE CUSTOMER AND CUSTOMER INDEMNITEES AGAINST ALL CLAIMS AND CAUSES OF ACTION OF THIRD PARTIES ARISING OUT OF OR RELATED TO ANY OF THE FOLLOWING, EXCEPT TO THE EXTENT CAUSED BY THE INTENTIONAL MISCONDUCT OF OR MISUSE OF THE PRODUCTS AND/OR SERVICES BY CUSTOMER OR ANY OF THE CUSTOMER INDEMNITEES OR A BREACH OF THIS AGREEMENT BY THE CUSTOMER: (1) A VIOLATION OF ANY FEDERAL, STATE, LOCAL OR FOREIGN LAW, RULE, REGULATION OR ORDER APPLICABLE TO VENDOR AND/OR ITS EMPLOYEES OR REPRESENTATIVES; (2) ANY VIOLATION OR BREACH BY VENDOR OF ITS REPRESENTATIONS AND WARRANTIES TO THE CUSTOMER IN THE AGREEMENT; OR, THE FACT THAT ANY OF SUCH REPRESENTATIONS AND WARRANTIES CEASES TO BE TRUE DURING THE TERM; (3) THE FAILURE OF VENDOR TO OBTAIN, OR CAUSE TO BE OBTAINED, ANY REQUIRED LICENSES, PERMITS OR CONSENTS FOR THE CUSTOMER TO RECEIVE AND USE THE PRODUCTS AND/OR SERVICES, OR ANY COMPONENT THEREOF, TO THE FULL EXTENT PROVIDED IN THIS AGREEMENT, EXCLUDING ANY REQUIRED CONSENT THAT IS NOT OBTAINED DUE TO THE CUSTOMER’S FAILURE TO PAY FOR SAME; AND (4) PERSONAL INJURIES, DEATH OR DAMAGE TO TANGIBLE PERSONAL OR REAL PROPERTY TO THE EXTENT CAUSED BY NEGLIGENT OR INTENTIONAL ACTS OR OMISSIONS OF VENDOR OR ANY VENDOR EMPLOYEE OR VENDOR REPRESENTATIVE.  
0. VENDOR AGREES TO, AND SHALL, INDEMNIFY AND HOLD CUSTOMER HARMLESS AGAINST ANY LOSSES TO THE EXTENT THE SAME ARISE OUT OF OR ARE ASSERTED AGAINST CUSTOMER ALLEGING THAT THE PRODUCT AND/OR SERVICES INFRINGE ANY UNITED STATES PATENT, TRADEMARK, COPYRIGHT OR OTHER INTELLECTUAL PROPERTY RIGHT OF A THIRD-PARTY, PROVIDED THAT (1) CUSTOMER GIVES VENDOR WRITTEN NOTICE WITHIN FIFTEEN (15) DAYS AFTER CUSTOMER’S ACTUAL KNOWLEDGE OF THE EXISTENCE THEREOF, OF ANY SUCH CLAIMS, DAMAGES, OR EXPENSES, (2) CUSTOMER AGREES TO COOPERATE REASONABLY WITH VENDOR AS REASONABLY NECESSARY TO DEFEND, SETTLE, REIMBURSE, OR AVOID ANY SUCH CLAIMS, DAMAGES AND EXPENSES, AND (3) THE PRODUCT AND/OR SERVICES AS OF THE ALLEGED DATE OF INFRINGEMENT WAS IN THE SAME FORM AND CONFIGURATION AS ORIGINALLY SUPPLIED BY VENDOR AND HAD NOT BEEN MODIFIED IN ANY WAY WITHOUT THE PRIOR WRITTEN CONSENT OF VENDOR.
0. FOR PURPOSES OF THIS SECTION, THE WORD “LOSSES” MEANS ALL ASSESSMENTS, LOSSES, DAMAGES, COSTS, EXPENSES, LIABILITIES, JUDGMENTS, AWARDS, FINES, SANCTIONS, PENALTIES, CHARGES, AND AMOUNTS RESULTING FROM, OR AGREED TO BE PAID IN SETTLEMENT OF, ANY THIRD-PARTY CLAIM OR ALLEGATION INCLUDING, BUT NOT LIMITED TO, REASONABLE ATTORNEY AND OTHER LEGAL FEES AND COSTS AND EXPENSES OF INVESTIGATING OR DEFENDING AGAINST SUCH CLAIM OR ALLEGATION.
0. Upon timely receipt of Customer’s written notice, Vendor will assume the defense of any claims (as described above) against Customer. Customer agrees to cooperate with Vendor in the defense or settlement of all such claims.
0. Vendor shall not be bound by the terms of any compromise or settlement agreement negotiated or concluded by Customer without the prior written consent of Vendor.
0. The terms of this Section will not apply to the extent of any use of the Products and/or Services in combination with products or devices not furnished by Vendor.
1. [bookmark: _Ref5113051]Confidentiality and HIPAA. 
(a)	Customer may disclose to Vendor in confidence or otherwise make available to Vendor certain material which is not generally known to the public (“Customer Confidential Information”), including, but not limited to, information pertaining to: research; pricing; procurement; distribution; personnel; compensation; financial statements or projections; business plans; contracts; systems development and implementation; scientific and mathematics techniques; infrastructure and technical configuration; security policies; methodologies and implementations; intellectual property; trade secrets; inventions; marketing plans; existing and potential clients, customers, patients, suppliers, vendors and other business relationships; and other information provided, delivered or made available by Customer or otherwise accessible to Vendor. Customer Confidential Information shall not include any protected health information (“PHI”) as that term is defined at 45 CFR § 160.103, which information is subject to the parties’ BAA as well as state and federal laws and regulations.
(b)	Vendor agrees to hold in confidence all Customer Confidential Information and to use such information only for the purpose of performing and completing the Services for Customer. Furthermore, Vendor will protect Customer Confidential Information received under this Agreement in the same manner and to the same extent to which it protects its own valuable proprietary information, but in all events using at least a reasonable standard of care. Vendor may not make any copies of Customer Confidential Information except in the course and scope of performing and completing the Services and all Customer Confidential Information (including but not limited to all copies thereof) shall be promptly returned by Vendor to Customer upon the termination or expiration of this Agreement, or sooner if demanded by Customer.
(c)	Subject to the requirements of the limitations stated in Section 9 (Texas Public Information Act) below, Customer agrees to keep Vendor’s proprietary information, including all information relating to the Services, confidential and not to use such proprietary information except as contemplated under this Agreement.  
(d)	The confidentiality obligations in this Agreement shall not apply to information: (1) in a receiving party’s possession prior to disclosure under this Agreement unless disclosed to receiving party by the disclosing party under a prior agreement with the disclosing party for confidentiality or non-disclosure (“Prior NDA”), (2) which is or becomes publicly known through no fault on the part of receiving party, (3) received from a third party not under an obligation to the owner of such information not to disclose it, (4) independently developed by receiving party without the benefit of the information disclosed under either a Prior NDA or this Agreement (as to which receiving party has the burden of proof), (5) required to be disclosed by government regulation, statute, or judicial order, provided that prior to such disclosure and if reasonably possible, receiving party will inform the disclosing party of such requirements and permit the disclosing party to seek a protective order or other relief regarding such information, or (6) disclosed without confidentiality restrictions to any third party by or with the express permission of the disclosing party. 
(e)	The parties acknowledge the existence of applicable legal requirements pursuant to the federal Health Insurance Portability and Accountability Act of 1996 and the regulations promulgated thereunder (collectively “HIPAA”). Attached to and incorporated in this Agreement as [Exhibit 1] is Customer’s standard Business Associate Agreement (“BAA”). Vendor acknowledges that for all purposes under the BAA and this Agreement, Customer is a “Covered Entity” and Vendor is a “Business Associate”. Furthermore, Vendor agrees to comply with and satisfy all of the terms and conditions of the BAA applicable to a Business Associate. Any violation of or failure to satisfy the terms and conditions of the BAA shall be a breach of this Agreement. 
(f)	This Section titled “Confidentiality and HIPAA” and the BAA shall survive the termination or expiration of the Agreement. 
1. [bookmark: _Ref61425616][bookmark: _Ref19704036][bookmark: _Hlk25156404]Expenses. Vendor will invoice Customer monthly for the Expenses (defined below) incurred during the applicable monthly period in performing the Services. “Expenses” means those reasonable and necessary out-of-pocket expenses for travel, hotel rooms, and meals, actually incurred by Vendor to perform and complete the Services, which, without the prior approval of Customer, shall exceed neither (i) $_______ [amount TBD based on expected travel, etc.], nor (ii) the applicable per diem lodging rates and per diem meals and incidental expense rates established by the General Services Administration (“GSA”) for Tarrant County, Texas.  Current GSA per diem lodging rates and per diem meals and incidental expense rates can be found at https://www.gsa.gov/travel/plan-book/per-diem-rates/per-diem-rates-lookup.
1. Exclusion and Ethics.   
3. Vendor agrees that it will immediately report in writing to the Customer in the event, if ever, Vendor, including any of its officers, directors, employees, contractors or agents, becomes a target of any criminal investigation or any investigation that could result in debarment or exclusion Vendor or such other person from federally or state funded healthcare programs. 
3. [bookmark: _Ref25081506]Vendor warrants and represents to Customer that Vendor has never been:
1. convicted of a criminal offense;
1. listed by a federal agency as debarred, excluded or otherwise ineligible for federal plan participation; 
1. sanctioned by any federal or state law enforcement, regulatory or licensing agency; or, 
1. excluded from any state or federal healthcare program.  
3. [bookmark: _Ref25081515]Vendor further warrants and represents to the Customer that neither Vendor, nor any of Vendor’s officers, directors, members, partners, shareholders (excluding shareholders, members and limited partners that own less than 5% of the combined voting power of Vendor), employees, contractors or agents:
2. is currently under criminal investigation or any investigation that could result in debarment or exclusion from federally or state funded healthcare programs; or 
2. has ever been:
1. convicted of a criminal offense that is a felony or a misdemeanor of moral turpitude;
1. listed by a federal agency as debarred, excluded or otherwise ineligible for Federal plan participation;
1. sanctioned by any federal or state law enforcement, regulatory or licensing agency; or,
1. excluded from any state or federal healthcare program.
3. If any of the foregoing representations in this Section 5(b) or (c) ceases to be true, Vendor will immediately report same in writing to the Customer.
3. Upon receipt of any report required by Vendor hereunder or in the event of a failure to report by Vendor, the Customer may without penalty terminate this Agreement and other than the payment of any amounts due and owing through the date of termination, the Customer shall have no further obligations or liabilities hereunder.
1. Availability of Records. To the extent required by 42 U.S.C. § 1395x(v)(1)(I), until the expiration of four (4) years after the furnishing of any services provided under this Agreement, Vendor shall make available, upon written request by the Secretary of the U.S. Department of Health and Human Services (the “Secretary”) or by the U.S. Comptroller General (the “Comptroller General”), or by their respective duly authorized representatives, this Agreement, and all books, documents and records of Vendor that are necessary to certify the nature and extent of the costs of such services.  If Vendor carries out the duties of this Agreement through a permitted subcontract worth $10,000 or more over a 12-month period with a related organization, to the extent required by 42 U.S.C. § 1395x(v)(1)(I), such subcontract also shall contain a clause to the effect that until the expiration of four years after the furnishing of such services pursuant to such subcontract, the related organization shall make available, upon written request by the Secretary, or upon request by the Comptroller General, or any of their duly authorized representatives, the subcontract, and books, documents and records of such organization that are necessary to verify the nature and extent of such costs.
1. Budgetary and Other Limitations.  
5. Vendor acknowledges and agrees that Customer is a governmental entity and, as such, is subject to an annual budgetary process and the limitation and restrictions of fiscal funding.  Notwithstanding any other provision herein, if and to the extent the obligations of this Agreement, either in its initial Term or in any automatically or otherwise renewed Term, should continue over into the Customer’s subsequent fiscal years following that fiscal year when this Agreement was executed and funds are not appropriated or budgeted for this Agreement and completion of the Term in question, the Customer may terminate this Agreement without penalty and shall have no further obligation or liabilities hereunder.  However, if the Agreement is terminated pursuant to the terms above, Customer agrees to pay for fees and charges incurred as of the termination date.
5. Vendor further acknowledges and agrees that there exist constitutional and statutory limitations (“Limitations”) on Customer as a governmental entity respecting certain terms and conditions that may be part of this Agreement, including, but not limited to, (i) terms and conditions relating to liens on Customer’s property, (ii) disclaimers and limitations of warranties, (iii) disclaimers and limitations of liability for damages, (iv) waivers, disclaimers and limitations of legal rights, remedies, requirements and processes, (v) limitations of periods to bring legal action, (vi) granting control of litigation or settlement to another party, (vii) liability for acts or omissions of third parties, (viii) payment of attorneys’ fees, (ix) dispute resolution, (x) indemnities, and (xi) confidentiality, and any such terms and conditions related to the Limitations shall not be binding on Customer except to the extent authorized by the laws and constitution of the state of Texas.
1. Tax Exemption.  Vendor acknowledges that Customer is exempt from the assessment of State sales, use and excise taxes, pursuant to Section 151.309(5), Texas Tax Code. Further, Customer is exempt from Federal Excise Taxes under 26 United States Code Section 4253(i). Customer shall provide evidence of tax-exempt status to Vendor upon request.
1. [bookmark: _Ref27554830][bookmark: _Ref5113246][bookmark: _Ref25155504][bookmark: _Hlk17968363]Texas Public Information Act.  Vendor acknowledges that Customer is a governmental body under Chapter 552 of the Texas Government Code and thereby acknowledges that certain information that is collected, assembled, or maintained in connection with the transaction of official business by a governmental body is considered public information potentially subject to disclosure pursuant to a valid Texas Public Information Act (“TPIA”) request and hereby assumes full responsibility for challenging any requests for information it considers confidential under Chapter 552. Vendor’s confidential information, which may include, but is not limited to, any trade secrets, financial information, and related proprietary information, (“Confidential Information”) that is provided by Vendor to Customer under the terms of this Agreement may be subject to the exception to disclosure applicable to Customer under Chapter 552 of the Texas Government Code, Subchapter C. If a TPIA request for public information is made on Customer to disclose documents or information which contain what Vendor has identified to Customer to be, or is otherwise believed by Customer to be Confidential Information, Customer agrees to (i) promptly notify Vendor of such request for disclosure, and (ii) decline any such request for disclosure of such Confidential Information and file a written request with the Texas Attorney General’s office seeking a determination as to whether such disclosure may be withheld; provided, however, failure to notify by Customer shall not be deemed a material breach of the Agreement. Customer is not required to take any further action with respect to any request made for determination by the Attorney General, and after any such request is made, all responsibility for briefing, supplementing and challenging the results of any requests to the Attorney General shall be Vendor’s sole responsibility.
1. [bookmark: _Hlk19782441][bookmark: _Hlk18509323]Chapters 2271, 2252, 2274, and 2276 Texas Government Code Verification.  
8. [bookmark: _Hlk18510369]Boycott of Israel Prohibited. In compliance with Section 2271.001 et seq. of the Texas Government Code, Vendor verifies that it does not boycott Israel and will not boycott Israel during the term of this Agreement.  “Boycott Israel” is defined in Section 808.001(1) of the Texas Government Code.  
8. Scrutinized Business Operations Prohibited. In compliance with Section 2252.151 et seq. of the Texas Government Code, Vendor warrants, represents, and by its execution of this Agreement hereby verifies that: (1) Vendor does not engage in scrutinized business operations in Sudan; (2) Vendor does not engage in scrutinized business operations in Iran; and (3) Vendor does not engage in scrutinized business operations with designated foreign terrorist organizations. “Scrutinized business operations in Sudan” is defined in Section 2270.0052 of the Texas Government Code.  “Scrutinized business operations in Iran” is defined in Section 2270.0102 of the Texas Government Code.  “Scrutinized business operations with designated foreign terrorist organizations” is defined in Section 2270.0152 of the Texas Government Code. 
8. Boycott of Energy Companies Prohibited. In compliance with Section 2276.002 of the Texas Government Code (added by 87th Legislature, S.B. 13), Vendor verifies that it does not boycott energy companies and will not boycott energy companies during the term of this Agreement. “Boycott energy company” is defined in Section 809.001(1) (added by 87th Legislature, S.B. 13) and means, without an ordinary business purpose, refusing to deal with, terminating business activities with, or otherwise taking any action that is intended to penalize, inflict economic harm on, or limit commercial relations with a company because the company: (A) engages in the exploration, production, utilization, transportation, sale, or  manufacturing of  fossil fuel-based energy and does not commit or pledge to meet environmental standards beyond applicable federal and state law; or (B) does business with a company described by subsection (A).
8. Boycott of Firearm Entities or Firearm Trade Associations Prohibited. In compliance with Section 2274.002 of the Texas Government Code (added by 87th Legislature, S.B. 19), Vendor verifies that it does not have a practice, policy, guidance, or directive that discriminates against a firearm entity or firearm trade association; and will not discriminate during the term of the Agreement against a firearm entity or firearm trade association. “Discriminate against a firearm entity or firearm trade association” is defined in Section 2274.001(3) (added by 87th Legislature, S.B. 19) and means, with respect to the entity or association, to: (i) refuse to engage in the trade of any goods or services with the entity or association based solely on its status as a firearm entity or firearm trade association; (ii) refrain from continuing an existing business relationship with the entity or association based solely on its status as a firearm entity or firearm trade association; or (iii) terminate an existing business relationship with the entity or association based solely on its status as a firearm entity or firearm trade association; the term does not include: (i) the established policies of a merchant, retail seller, or platform that restrict or prohibit the listing or selling of ammunition, firearms, or firearm accessories; and (ii) a company‘s refusal to engage in the trade of any goods or services, decision to refrain from continuing an existing business relationship, or decision to terminate an existing business relationship: (aa) to comply with federal, state, or local law, policy, or regulations or a directive by a regulatory agency; or (bb) for any traditional business reason that is specific to the customer or potential customer and not based solely on an entity’s or association’s status as a firearm entity or firearm trade association.

1. Governing Law; Jurisdiction.  THE AGREEMENT SHALL BE GOVERNED BY AND INTERPRETED IN ACCORDANCE WITH THE LAWS OF THE STATE OF TEXAS, USA, WITHOUT REFERENCE TO ITS LAWS RELATING TO CONFLICTS OF LAW.  Any legal action arising out of or relating to the Agreement shall be brought only in the state or federal courts located in Tarrant County, Texas, and the parties irrevocably consent to the jurisdiction and venue of such courts.
1. Order of Precedence. This Agreement is awarded to the Vendor pursuant to the District’s Request RFP# 20251348946 Badging and Access Control System, all of whose material terms and conditions, including without limitation the RFP Project Scope and Minimum Requirements and Vendor’s response thereto are incorporated herein; provided, however, that in the event of conflict between the terms of the RFP, Vendor’s Response, and this Agreement, the terms of this Agreement shall prevail.
1. Liability.  NEITHER PARTY, NOR ANY THIRD-PARTY AUTHOR OF PRODUCTS AND/OR SERVICES SOFTWARE, SHALL BE LIABLE TO THE OTHER OR TO ANY THIRD PARTY FOR ANY INCIDENTAL, INDIRECT, SPECIAL OR CONSEQUENTIAL DAMAGES IN CONNECTION WITH THIS AGREEMENT OR IN CONNECTION WITH THE USE OF THE PRODUCTS AND/OR SERVICES. 
1. Prohibition on Use of Name and Logo.  Vendor agrees that it will not, without the prior written consent of Customer, use the names, logos, symbols, trademarks or service marks of the Customer, including but not limited to those associated with JPS Health Network, for any purposes or uses (expressly including but not limited to for Vendor’s advertising, promotion or other marketing) other than those reasonably related to performing and completing the obligations under this Agreement. This section titled “Prohibition on Use of Name and Logo” shall survive the termination or expiration of this Agreement.
1. Termination Right.  In the event of a change-in-control (defined below), Customer may without penalty terminate this Agreement and other than the payment of any amounts due and owing through the date of termination, the Customer shall have no further obligations or liabilities hereunder. A “change-in-control” means that (a) there occurs a reorganization, merger, consolidation or other corporate transaction involving Vendor (a “Transaction”), in each case with respect to which the owners of Vendor immediately prior to such Transaction do not, immediately after the Transaction, own more than 50% of the combined voting power of Vendor or any other entity resulting from such Transaction; or, (b) all or substantially all of the assets of Vendor are sold, liquidated or distributed.  
1. [bookmark: _Hlk54254967]Insurance.  During the term of this Agreement, Vendor will maintain commercial general liability and professional liability insurance each in a coverage amount not less than One Million Dollars ($1,000,000) per occurrence and Three Million Dollars ($3,000,000) in the aggregate. Furthermore, upon the execution of this Agreement and upon request any time thereafter, Vendor will furnish a then current certificate(s) of insurance.
1. Assignment Prohibited.  Vendor may not, without the prior written consent of Customer, assign its rights, duties or obligations under this Agreement to any person or entity, in whole or in part, and any attempt to do so shall be void and deemed a material breach of this Agreement. 
1. Compliance with Laws.  In providing the Services required by this Agreement, Vendor shall observe and comply with all applicable federal, state, and local statutes, ordinances, rules, and regulations, including, without limitation, workers’ compensation laws, minimum and maximum salary and wage statutes and regulations, and non-discrimination laws and regulations. Vendor shall be responsible for ensuring its compliance with any laws and regulations applicable to its business, including maintaining any necessary licenses and permits.


[bookmark: ExD]Exhibit D
Vendor Certification Form
RFP# 20261361622 Badging and Access Control System
	Instructions:
Vendors doing business with the District are requested to complete this form in its entirety.  If you are a Disadvantaged Business Enterprise, the requested information pertains to the owner(s) of the company.  This form must be signed and dated by an authorized representative of your company.

	
Respondent’s Name: 	

Years in business under same name: 	  Previous Name:  	

General E-mail Address:   	

Current Address: 	

Sales Rep/Customer Service Name: 	

E-mail Address: 	

Authorized Signatory: 	  Email Address: 	

Fax#: 	

Accounts Receivable Contact Name: 	

Phone # 	  TCHD Account #  	

	List your major commodities:                     

	CHECK ALL THAT APPLY WITH RESPECT TO MAJOR COMMODITY:
[bookmark: Check3][bookmark: Check4][bookmark: Check5]☐Supply   ☐Equipment    ☐Service   (List type of service, i.e., temp. agency, surveyor, etc.: _______

[bookmark: Check6][bookmark: Check7][bookmark: Check8][bookmark: Check9][bookmark: Check10]☐Consultant   ☐Distributor   ☐Manufacturer   ☐Contractor   ☐Subcontractor
Approximate dollar volume of business with the District in past twelve (12) months: $____________

	
ETHNICITY OF COMPANY’S AMERICAN OWNERSHIP (PLEASE place an X in the appropriate box: 

	
[bookmark: Check11]☐ ASIAN PACIFIC                           
[bookmark: Check12]☐ AFRICAN AMERICAN                
[bookmark: Check16]☐ CAUCASIAN                                
[bookmark: Check13]☐ HISPANIC                                     
[bookmark: Check17]☐ NATIVE AMERICAN                  
	
[bookmark: Check15]☐ OTHER  ____________
 (SPECIFY)

	
PUBLIC OWN STOCK:
[bookmark: Check18][bookmark: Check19]☐ YES     ☐ NO 

	
	
	
MAJORITY OWNER:    
[bookmark: Check20][bookmark: Check21]☐ MALE    ☐ FEMALE            			


INCLUDE THE FOLLOWING:
Copy of certificate(s) (State of Texas, North Central Texas Regional Certification Agency (NCTRCA), Historically Underutilized Businesses (HUB), or any agency confirming your business as being a historically underutilized or small business enterprise.
Signature: ________________________________________ Title: ______________

Print Name: __________________________________________ Date: ____________	

[bookmark: ExG]Exhibit F
Good Faith Form 

Respondents: Please complete the following questions as applicable to your organization:

[rest of page left intentionally blank, continue below]



Exhibit F
Good Faith Form

	RFP # or Name of Contract:
	   RFP# 20261361622 Badging and Access Control System

	Prime Vendor Name:
	   

	Prime Vendor address:
	   

	Prime Vendor UCM ID:
	



1. Are you a historically underutilized or small business (HUB)?
☐	If yes, please attach your updated certification form (Stop Here)
☐ 	If no, please continue to #2 below
2. List all participating HUB agencies/organizations contacted regarding subcontracting and/or partnership opportunities for this contract.  (Insert additional rows as needed.)

	Subcontractor Company Name
	Email / Phone
	Certification Type and Number
	Total Contract Value
	HUB
Subcontract Value
	% of Total Contract

	
	
	
	
	
	

	
	
	
	
	
	



3. If no HUB participation is listed above, have you checked the JPS Vendor portal at https://jpshealth.gob2g.com/ ?    The vendor portal is a directory of certified HUB businesses        Ex: Support services to participate under the contract
☐ If you searched the vendor portal, list HUB company name(s) and contact information below

	Subcontractor Company Name
	Email / Phone
	Certification Type and Number
	Total Contract Value
	HUB
Subcontract Value
	% of Total Contract

	
	
	
	
	
	

	
	
	
	
	
	


4. If you are not a HUB and do not have a HUB subcontractor, please provide a statement regarding steps that your company has taken to demonstrate your commitment to Supplier Diversity: 
	(insert additional rows as needed)
5. Please provide an explanation as to how you plan to identify HUB participation on this contract: (insert additional rows as needed)






       		
Name of Vendor (Print)		Vendor Signature
             		       
Date		Vendor Phone


[bookmark: ExH]
Exhibit G
JPS Security Risk Assessment 
RFP# 20261361622 Badging and Access Control System
Fill out the following forms attached to the Solicitation website. Upon, completion, these should be saved as PDFs and uploaded with Solicitation Response.

A. Security Questionnaire
Security Questionnaire Form
This will assist us in completing a comprehensive security assessment.
Ex:  SOC2, ISO9001, and any related security policies. 

B. Data Distribution Review Board (DDRB) Review
DDRB Form
This will assist us in understanding how your team uses our data and follow compliance. Data leaving the organization must be documented on how the data is being used, stored, returned/destroyed, and other factors associated with the type of data being shared.
Ex:  Data management policies, how data is processed and managed during the contract, and how data is handled after contract.

C	AI Review
AI Review Form
    			If your product has an AI component, please fill out this form for us to review.
Ex:  Any AI policies, including large language model, and supporting policies.







Did you complete, sign, and submit all required forms? 
If not, your Proposal will be rejected
*Please ensure this RFP# is included in the “Bidding Opportunity Num” field of the RFP Response Form, as well as in the file name(s) of each uploaded file.*
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